
Who Should Attend

Police forces process a significant amount of information for the safety of the public, through the
meticulous investigation and prosecution of criminals. All of which is conducted in accordance with
College of Policing directives and guidance, namely the Police Information and Records Management
Code of Practice, and complying with Data Protection Act 2018 (DPA 2018) and/or the General Data
Protection Regulation (UK GDPR). To that end, the large amounts of information/data involved
requires forces to make use of Third-Party Suppliers (TPS) and Data Centre (DC) facilities to meet their
obligations, any such TPS/DC needs to go through the Third-Party Assurance for Policing (TPAP)
process to be audited/assessed and approved.
 

Background

Scope of Training 

This three-day course is designed for staff that are responsible directly to their respective force,
organisation, or on behalf of Police Digital Services (PDS) to conduct the assessment of currently
approved, and potentially new TPS/DC.

The course is designed to inform staff of the requirements to complete a TPAP audit/assessment,
using classroom-based learning, incorporating real-life examples and group activities. Delegates will
gain an in-depth understanding of each aspect of the Police Approved Secure Facility (PASF) and Risk
Ledger, what to look out for and assess in the physical environment, and the verification/clarification
of the Risk Ledger outcomes for the TPS.
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